**Рекомендации родителям по безопасности в Интернете для детей от 9 до 12 лет**

 Младший подростковый возраст — время быстрых изменений в жизни. Хотя дети все еще сильно зависят от своих родителей, они уже хотят некоторой свободы. Ребята начинают интересоваться окружающим миром, и отношения с друзьями становятся для них по-настоящему важными.

Что 9-12-летние делают в Интернете?

Дети этого возраста используют Интернет для разработки школьных проектов. Кроме того, они загружают музыку, пользуются электронной почтой, играют в [онлайновые игры](http://www.microsoft.com/rus/protect/athome/children/gamingonline.mspx) и заходят на фанатские сайты своих кумиров. Их любимый способ общения —[мгновенный обмен сообщениями](http://www.microsoft.com/rus/protect/athome/online/imsafety.mspx).

**Советы по безопасности:**

|  |  |
| --- | --- |
|  | **1.**     Создайте список [домашних правил интернета](http://www.microsoft.com/rus/protect/athome/children/famwebrules.mspx) при участии детей. |
|  | **2.**     Держите компьютеры с подключением к Сети в общих комнатах, а не в спальнях детей. |
|  | **3.**     Используйте средства фильтрования нежелательного материала (наподобие [MSN Premium's Parental Controls](http://join.msn.com/?pgmarket=en-us&page=features/parental&ST=1&xAPID=1983&DI=1402)) как дополнение — не замену к родительскому контролю. |
|  | **4.**     Беседуйте с детьми об их друзьях в интернете и о том, чем они занимаются так, как если бы вы говорили о чем-то другом. |
|  | **5.**     Настаивайте, чтобы дети никогда не соглашались на личные встречи с друзьями по интернету. |
|  | **6.**     Позволяйте детям заходить на детские сайты только с хорошей репутацией и контролируемым общением. |
|  | **7.**     Научите детей никогда не выдавать личную информацию по электронной почте, в чатах, системах мгновенного обмена сообщениями, регистрационных формах, личных профилях и при регистрации на конкурсы в интернете. |
|  | **8.**     Научите детей не загружать программы без вашего разрешения — они могут ненарочно загрузить вирус или шпионскую программу. Кроме того, объясните ребятам, что, делая файлы общими или загружая из интернета тексты, фотографии или рисунки, они могут нарушать чьи-то авторские права. |
|  | **9.**     Чтобы ребенок не мог заниматься чем-то посторонним без вашего ведома, дайте ему [учетную запись](http://www.microsoft.com/windowsxp/using/setup/getstarted/configaccount.mspx) с ограниченными правами. |
|  | **10.**                 Приучите детей сообщать вам, если что-либо или кто-либо в Сети тревожит их или угрожает. Оставайтесь спокойными и напомните детям, что они в безопасности, если рассказали вам об этом. Похвалите их и побуждайте подойти еще раз, если случай повторится. Получите дополнительную информацию об обращении с интернет-преступниками и [хулиганами](http://www.microsoft.com/rus/protect/athome/children/griefers.mspx). |
|  | **11.**                 Расскажите детям о порнографии в интернете и направьте их на хорошие сайты о здоровье и половой жизни. |
|  | **12.**                 Настаивайте на том, чтобы дети предоставили вам доступ к своей электронной почте, чтобы вы могли убедиться, что они не общаются с незнакомцами. |
|  | **13.**                        Расскажите детям об ответственном, достойном поведении в интернете. Ребята ни в коем случае не должны использовать Сеть для хулиганства, распространения сплетен или угроз другим людям. |